
Errata 

1. In the ACS 2.1.5 Rev 1d manual, page 128: 

In order to prevent confusion when clustering ACS boxes, substitute the 
paragraph as follows: 
 
Instead of: 
"Note: Centralized management can mean one big configuration file (the 
common file) that is placed in a management host. This same file would be 
downloaded into all TS/ACS boxes ..." 
 
Should be: 
"Note: Centralized management can mean one big configuration file (the 
common file) that is placed in a management host. This same file would be 
downloaded into all ACS boxes ..." 

2. In the ACS 2.1.5 Rev 1d manual, page 423: 

Replace the Start/Stop Daemons instructions as indicated below: 
 
Instead of: 
Enabling IPsec on your AlterPath Console Server   
The IPsec is disabled by default in the 
Console Server family. To enable it you must edit 
the file /etc/inittab and /etc/config_files and 
uncomment the lines regarding the IPsec. After 
performing these changes you must save the 
configuration using the saveconf tool and reboot 
the equipment. 
 
Should be: 
 
Enabling IPsec on your AlterPath Console Server   
IPSEC is disabled by default in the Console 
Server family as shown in Appendix O. To enable 
it, you must edit the file /etc/ipsec.sh.  Change 
"ENABLE=NO" to "ENABLE=YES", and run "saveconf".  



To start IPSEC, type "daemon.sh start 
IPSEC<enter>.  IPSEC will start automatically 
during subsequent reboots if you have saved 
/etc/ipsec.sh with "saveconf". 

3. In the ACS 2.1.5 Rev1d manual, page 508: 

Appendix O – Replace the Start/Stop Daemons instructions as indicated below: 
 
 Instead of: 
 
DB /etc/cy_buffering.sh // Data buffering (ACS only) 
NTP /etc/ntpclient.conf // Network Timer client 
SNMP /etc/snmpd.conf // SNMP 
IPSEC /etc/ipsec.sh // VPN - Ipsec (ACS only) 
NIS /etc/ypbind.conf // NIS (ACS only) 
SYSLOG /etc/syslog.sh // Syslog daemon 
SSH /etc/sshd.sh // Secure shell 
INETD /etc/inetd.sh // Network services daemon 
PMD /etc/pmd.sh // Power Management daemon 
 
Should be: 
 
DB           /etc/cy_buffering.sh 
NET         /etc/inetd.sh 
LOG          /etc/syslog.sh 
SSH          /etc/sshd.sh 
NTP          /etc/ntpclient.conf 
SNMP         /etc/snmpd.conf 
IPSEC        /etc/ipsec.sh 
NIS         /etc/ypbind.conf 
PMD          /etc/pmd.sh 
 
 

4. In the ACS 2.1.5 Rev1d manual, page 505: 

Appendix N – Replace the AlterPath Bio instructions as indicated below: 
 
Instead of: 
 
Step 5:  Confirm /etc/ssh/sshd_config file contains line. If you have 
upgraded to the current ACS software (which has Biometric capability) 



from a previous version, you will need to make sure the following line exists in 
your /etc/ssh/sshd_config configuration file: 
 
AuthorizedKeysFile /etc/ssh/authorized_keys 
 
Should be: 
Step 5:  If your ACS already comes with firmware version 2.1.5 or greater 
installed from the factory, then ignore this step.  If you have upgraded your ACS 
to firmware 2.1.5 or greater, then you will need to make sure the following line 
exists in your /etc/ssh/sshd_config configuration file: 
 
AuthorizedKeysFile /etc/ssh/authorized_keys 
 
In order verify the /etc/ssh/sshd_config exists in the path described above follow 
the instructions below: 
 

A) Click "Edit Text File" from the configuration heading in the left 
hand  menu 

B) Enter "/etc/ssh/sshd_config" into the text field labeled "File 
Name" and click "Submit". 

C) Edit the text file to make sure that the following line is present: 
AuthorizedKeysFile/etc/ssh/authorized_keys 

D) Click "Submit" when finished. 
 

5. In the ACS 2.1.5 Rev1d manual, page 505: 

Appendix N – Replace the AlterPath Bio instructions as indicated below: 
 
Instead of: 
 
Step 6:  Restart sshd process. The sshd process will need to be restarted 
after this change is made: 
 
daemon.sh<enter> 
 
Daemon.sh will examine /etc/ssh/sshd_config and find the change to the file. It 
willthen restart sshd. 
 
Should be: 
Step 6:  After the AlterPath Bio configuration is completed, the sshd process 
needs to be restarted by doing the following: 
 
 



 
A) Select “Restart Processes” from the left hand menu of the ACS 

web interface. This will allow the user to Start/Stop any of the 
processes listed. 

B) Select “Stop” sshd process if active 
C) Select “Start” sshd process 

6. In the ACS 2.1.5 Rev1d manual, page 505: 

Appendix N – Replace the AlterPath Bio instructions as indicated below: 
 
Instead of: 
 
Step 7:  Select Load/Save Configuration from the right hand menu. This will 
save AlterPath Bio settings. 
 
Should be: 
Step 7:  Select Load/Save Configuration from the left hand menu. This will 
save AlterPath Bio settings. 
 
 
 


